
Privacy Policy

This Privacy Policy delineates the principles and procedures governing the processing of personal 
data by Qoinix, a cryptocurrency trading platform website, in adherence to the European Union 
General Data Protection Regulation (EU GDPR) and other applicable data protection laws.

Data Collection

Qoinix collects personal data from users through various channels, including but not limited to:

Registration: Users are required to provide personal information such as name, email address, 
and contact details during the registration process. 
Transactional Data: Information pertaining to transactions conducted on the platform, including 
trading history and financial data, is collected for operational and compliance purposes. 
Communication: Personal data may be obtained through correspondence with our customer 
support team or engagement in surveys, promotions, or feedback mechanisms. 
Data Processing Purposes

The personal data collected by Qoinix serves the following legitimate purposes:

Platform Operation: Facilitating user account management, transaction processing, and provision 
of customer support services. 
Communication: Dissemination of pertinent updates, notifications, and promotional materials to 
users. 
Improvement: Enhancing the functionality, security, and user experience of our platform through 
data analysis and feedback assessment. 
Data Sharing

Qoinix may disclose personal data to third parties under specific circumstances, including:

Service Providers: Collaboration with trusted service providers for the provision of ancillary 
services such as payment processing, data analysis, and marketing. 
Legal Obligations: Compliance with applicable laws, regulations, or legal processes necessitating 
the disclosure of personal data. 
Consent: With explicit user consent, personal data may be shared for specified purposes. 
Data Security

Qoinix implements robust technical and organizational measures to ensure the security, 
confidentiality, and integrity of personal data. These measures encompass encryption, access 
controls, and regular security assessments. Nonetheless, it is acknowledged that no data 
transmission over the internet or electronic storage system is entirely immune to vulnerabilities.

Data Subject Rights

Users retain certain rights concerning their personal data, including:

Right of Access: Users may request access to and review of their personal data held by Qoinix. 
Right to Rectification: Users have the right to rectify inaccuracies or incomplete aspects of their 
personal data. 
Right to Erasure: Subject to legal and contractual obligations, users may request the deletion of 
their personal data from Qoinix's records. 
Third-Party Links

Qoinix's website may contain links to third-party websites or services. This Privacy Policy solely 
governs the processing of personal data by Qoinix and does not extend to the practices of 



third-party entities. Users are encouraged to review the privacy policies of external websites 
before disclosing personal data.

Policy Updates

Qoinix reserves the right to amend or revise this Privacy Policy as necessary to reflect changes in 
legal requirements or operational practices. Users will be duly informed of any modifications 
through our website or other appropriate channels. Continued use of our platform subsequent to 
the implementation of revisions constitutes acceptance of the updated terms.

Contact Information

For inquiries or concerns regarding this Privacy Policy or the processing of personal data by 
Qoinix, please contact us at privacy@qoinix.com.
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